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7500 Old Georgetown Rd., 11th Floor


Bethesda, MD 20814

Teaming Partner:

Dakota Consulting, Inc.

9700 Lorain Avenue

Silver Spring, MD  20901

Privacy Impact Assessment Authorization

Memorandum

I have carefully assessed the Privacy Impact Assessment for the System. This document has been completed in accordance with the requirements of the EGovernment Act of 2002.

MANAGEMENT CERTIFICATION – Please check the appropriate statement.

________ The document is accepted.

________ The document is accepted pending the changes noted.

________ The document is not accepted.

_____________________________________________________________________________We fully accept the changes as needed improvements and authorize initiation of work to proceed. Based on our authority and judgment, the continued operation of this system is authorized.

__________________________________ 
___________________________

System Manager 



DATE

__________________________________ 
___________________________

Project Manager
 


DATE

__________________________________ 
___________________________

OCIO 





DATE

_________________________________
___________________________

USDA Senior Official for Privacy


DATE
USDA PRIVACY IMPACT ASSESSMENT 

The PIA determines what kind of information in identifiable form (IIF) is contained within a system, what is done with that information, and how that information is protected.  Systems with IIF are subject to an extensive list of requirements based on privacy laws, regulations, and guidance.
	  1.0 Project Information

	Project Name <title>
	Consumer Complaint Monitoring System (CCMS) II

	Organizational Unit:
	OCIO

	Privacy Act System of Records Number (SOR):
	

	System Name:
	Consumer Complaint Monitoring System (CCMS) II


	1.1 PROJECT DESCRIPTION

	The CCMS is an electronic database used to record, evaluate and track consumer complaint investigations related to FSIS regulated foods. Investigation results are used to: 1) verify hazard analysis and critical control points in producing establishments, 2) analyze school lunch product manufacturing specifications, and 3) recall product identified as adulterated and unwholesome.




2.0 CONTACT INFORMATION
	  2.1  Who is the person completing this assessment?
(Original PIA completed by Mr. Hodges, updated by Loren Larson, Contractor)

	Name:
	LT Craig Hodges, MSA (US Public Health Service)

	Title:
	IT Program Manager, USDA/FSIS/OFSEP

	Organizational Unit:
	OFSEP

	Phone:
	202-690-6455

	Email address:
	Craig.Hodges@fsis.usda.gov


	2.2 Who is the Project Manager?

	Name:
	Charles Riddle

	Title:
	Project Manager, OCIO

	Organizational Unit:
	OCIO

	Phone:
	202-720-0294

	Email address:
	


	2.3  Who is the System Owner?

	Name:
	Perfecto Santiago

	Title:
	Deputy Assistant Administrator

	Organizational Unit:
	OFDER

	Phone:
	202-205-0452

	Email address:
	Perfecto.Santiago@usda.gov


	2.4  Who is the System Administrator or Manager for system or application

	Name:
	

	Title:
	

	Organizational Unit:
	

	Phone:
	

	Email address:
	

	
	


	2.5  Who is the Security Manager/Officer reviewing this assessment?

	Name:
	Eric Penner

	Title:
	Security Policy and Procedures Branch/Program Analyst

	Organizational Unit:
	FSIS – OCIO

	Phone:
	202-418-8812

	Email address:
	Eric.Penner@fsis.usda.gov


	2.6  Who is the OCIO?

	Name:
	Janet Stevens

	Title:
	OCIO

	Organizational Unit:
	FSIS-OCIO

	Phone:
	202-205-9970

	Email address:
	janet.stevens@fsis.usda.gov


	2.7  Who is the Reviewing Official?

	Name:
	Michele Washington

	Title:
	Branch Chief

	Organizational Unit:
	FSIS-OCIO-SPPB

	Phone:
	202-418-8812

	Email address:
	michele.washington@usda.gov


	3.0 DATA IN THE SYSTEM
	Response
	Comments

	
	Yes
	No
	N/A
	

	3.1  Generally describe the information used in the system.


	
	
	
	Consumer:  The system will collect information concerning consumers and any adverse affects caused by food products regulated by the USDA.  This information includes personal (but publicly available) information (ie name, address, phone, email).  The consumer will also provide general information concerning the nature of the complaint, product information, and point of purchase of the product.  

FSIS Analysis:  FSIS employees will follow up on the consumer complaint and populate the database with general text information concerning the complaint. General information about the FSIS employee (name, and office) entering information about the case will also populate the database.

PII information is gathered, however, this information is not used for retrieval purposes.
Therefore the privacy act does not apply because the data is not retrieved by the unique identifier.



	3.1a  Does/Will the system contain information in identifiable form (IIF) within any database(s), record(s), file(s) or website(s) hosted by this system?

Note:  If yes, check all that apply in the Comments column.  If the category of personal information is not listed, please check “Other” and identify the category.

Please note: This question seeks to identify any, and all, personal information contained within the system.  This includes any IIF, whether or not it is subject to the Privacy Act, whether the individuals are employees, the public, research subjects, or business partners, and whether provided voluntarily or collected by mandate.  Later questions will try to understand the character of the data and its applicability to the requirements under the Privacy Act or other legislation.

If the system contains no IIF, none of the remaining questions apply.  Please mark remaining questions of this PIA with “N/A,” sign, date and save this document.


	 FORMCHECKBOX 

	 FORMCHECKBOX 

	 FORMCHECKBOX 

	Personal Information:

 FORMCHECKBOX 

Name

 FORMCHECKBOX 

Date of birth

 FORMCHECKBOX 

Social Security Number (or other number originated by a government that specifically identifies an individual)

 FORMCHECKBOX 

Photographic identifiers (e.g., photograph image, x-rays, and video)

 FORMCHECKBOX 

Driver’s license

 FORMCHECKBOX 

Biometric identifiers (e.g., fingerprint and voiceprint)

 FORMCHECKBOX 

Mother’s maiden name

 FORMCHECKBOX 

Vehicle identifiers (e.g., license plates)

 FORMCHECKBOX 

Mailing address

 FORMCHECKBOX 

Phone numbers (e.g., phone, fax, and cell)

 FORMCHECKBOX 

Medical records numbers

 FORMCHECKBOX 

Medical notes

 FORMCHECKBOX 

Financial account information and/or numbers (e.g., checking account number and Personal Identification Numbers [PIN])

 FORMCHECKBOX 

Certificates (e.g., birth, death, and marriage)

 FORMCHECKBOX 

Legal documents or notes (e.g., divorce decree, criminal records, or other)

 FORMCHECKBOX 

Device identifiers (e.g., pacemaker, hearing aid, or other)

 FORMCHECKBOX 

Web Uniform Resource Locators (URL)

 FORMCHECKBOX 

E-mail address

 FORMCHECKBOX 

Education records

 FORMCHECKBOX 

Military status and/or records

 FORMCHECKBOX 

Employment status and/or records

 FORMCHECKBOX 

Foreign activities and/or interests
 FORMCHECKBOX 

Other: Nature of Complaint [Primary complaint, Onset of symptoms, Symptoms, Foreign object, Description of complaint, Medical visit required, Lab confirmed diagnosis, Secondary complaint, Onset of symptoms, Symptoms, Foreign Object (type, size, and description), Description of secondary complaint]

 FORMCHECKBOX 

Other: Product Information [Original packaging, Product name, Brand name, Package size and type, Package code, Sell by, Product remaining, Establishment number]
 FORMCHECKBOX 

Other: Point of Purchase [POP Name, POP purchase date, POP address, Point of Contact, Telephone].
 FORMCHECKBOX 

Other:________________________

 FORMCHECKBOX 

Other:________________________



	3.1b  Do individuals have opportunities to consent or decline to provide information?
If yes, please provide details as to how they may decline in the comments column


	 FORMCHECKBOX 

	 FORMCHECKBOX 

	 FORMCHECKBOX 

	Individuals have the ability to decline to provide specific IIF information when reporting a complaint.

	3.1c  Why is the information collected?


	
	
	
	The data will be used by the agency to assist in the investigation of consumer complaints.



	3.1d  What are the intended uses of the information?


	
	
	
	To aid in investigating and tracking potential public health crises.

	3.2  What are the sources of the information in the system?

 
	
	
	
	Sources of the information in the system:

Consumers’ complaint information manually entered into the system and automatically generated information about FSIS Analyst extracted from FSIS Active Directory.



	3.2a   Are USDA files and databases used to compile data? 
If yes please identify the source agency in the comments column.

	 FORMCHECKBOX 

	 FORMCHECKBOX 

	 FORMCHECKBOX 

	PBIS – FSIS/OFO

AIIS – FSIS/OIA

M2K – FSIS

RECALL – FSIS

ECOS – FNS



	3.2b   Are additional Federal Agencies providing data for use in the system?

If yes, specify the source(s) and IIF in the Comments column.


	 FORMCHECKBOX 

	 FORMCHECKBOX 

	 FORMCHECKBOX 

	None 

	3.2c  Are State and Local Agencies providing data for use in the system?

If yes, specify the source(s) and IIF in the Comments column.


	 FORMCHECKBOX 

	 FORMCHECKBOX 

	 FORMCHECKBOX 

	None 

	3.2d   Are other third party sources providing data for use in the system?

If yes, specify the source(s) and IIF in the Comments column.


	 FORMCHECKBOX 

	 FORMCHECKBOX 

	 FORMCHECKBOX 

	None



	3.2e   Is other information collected?
If yes, please describe in the comments column.


	 FORMCHECKBOX 

	 FORMCHECKBOX 

	 FORMCHECKBOX 

	

	3.3a   Is the data collected from sources other than the USDA records and the customer verified for accuracy?
If yes, please describe the manner in which the data is verified for accuracy in the comments column.


	 FORMCHECKBOX 

	 FORMCHECKBOX 

	 FORMCHECKBOX 

	Data collected from sources other than the USDA records and the customer will be verified for accuracy by system rules and business rules.



	3.3b   Is the data checked for completeness?
If yes, please describe the manner in which the data is verified for completeness in the comments column.


	 FORMCHECKBOX 

	 FORMCHECKBOX 

	 FORMCHECKBOX 

	Data in the system will be checked for completeness by system rules within the database and the application.




	4.0  ACCESS TO THE DATA
	Response
	Comments

	
	Yes
	No
	N/A
	

	4.1  Are rules of conduct in place for access to IIF on the system?

If yes, identify in the Comments column all users with access to IIF on the system and for what purposes they use the IIF.


	 FORMCHECKBOX 

	 FORMCHECKBOX 

	 FORMCHECKBOX 

	 FORMCHECKBOX 
 Users

 FORMCHECKBOX 
 Administrators

 FORMCHECKBOX 
 Developers

 FORMCHECKBOX 
 Contractors

For what purposes:

 FORMCHECKBOX 
 Users will have access only to their specific input data in developing and entering cases.
 FORMCHECKBOX 
 Administrators will be able to access all information from a system administration and maintenance perspective.
 FORMCHECKBOX 
 ______________________________

 FORMCHECKBOX 
 ______________________________

 FORMCHECKBOX 
 ______________________________



	4.2a How is access to the data for a user determined?  


	
	
	
	Access to the data by a user determined by business rules.  Criteria, procedures, controls, and responsibilities regarding access are documented.

	4.2b  Are criteria, procedures, controls, and responsibilities regarding access documented?
If yes, describe the procedures, controls and responsibilities and where they are documented in the comments column.

	 FORMCHECKBOX 

	 FORMCHECKBOX 

	 FORMCHECKBOX 

	Controls that are in place to prevent the misuse of data by those having access are: 

1) CCMS II is only accessible through the FSIS intranet

2) Active Directory is used to ensure that the individual accessing the system has been authorized
3) CCMS II implements role-based access control.



	4.3  Will users have full access to all data on the system?  

If no, describe to what extent users will have restricted access to the data in the comments column.


	 FORMCHECKBOX 

	 FORMCHECKBOX 

	 FORMCHECKBOX 

	See User Rights and Capabilities (below)



	4.4  Are controls in place to prevent the misuse (e.g. browsing, unauthorized use) of data by those having access?

If yes, describe the controls in the comments column.
	 FORMCHECKBOX 

	 FORMCHECKBOX 

	 FORMCHECKBOX 

	Controls that are in place to prevent the misuse of data by those having access are: 

1) CCMS II is only accessible through the FSIS intranet

2) Active Directory is used to ensure that the individual accessing the system is authorized access.

3) CCMS II implements role-based access control.


	4.5a   Do other systems share data or have access to data in this system?  
If yes, provide details as to the access other systems have to the data in the comments column  


	 FORMCHECKBOX 

	 FORMCHECKBOX 

	 FORMCHECKBOX 

	No, the system will only collect (pull) information from the systems detailed in the section DATA IN THE SYSTEM 2b.


	4.5b   If answer to 4.5a is yes, is there a person responsible for protecting the privacy rights of the customers and employees affected by the interface?
If yes, identify the person in the comments column.


	 FORMCHECKBOX 

	 FORMCHECKBOX 

	 FORMCHECKBOX 

	The responsibility for protecting the privacy rights of the customers and employees affected by the interface is the employee who is working the cases.   



	4.6a   Will other agencies share data or have access to data in this system (International, Federal, State, Local, Other)?

If yes, identify the agencies in the comments column.


	 FORMCHECKBOX 

	 FORMCHECKBOX 

	 FORMCHECKBOX 

	No, the system will only collect (pull) information from the systems detailed in DATA IN THE SYSTEM 3.2b.


	4.6b   How will the data be used by the agency?


	
	
	
	The data will be used by the agency to assist in the investigation of consumer complaints.



	4.6c   Who is responsible for assuring proper use of the data?


	
	
	
	The FSIS CCMS II user is responsible for assuring proper use of the data.


	5.0  ATTRIBUTES OF THE DATA
	Response
	Comments

	
	Yes
	No
	N/A
	

	5.1   Is the use of the data both relevant and necessary to the purpose for which the system is being designed?


	 FORMCHECKBOX 

	 FORMCHECKBOX 

	 FORMCHECKBOX 

	Yes

	5.2a  Will the system derive previously unavailable data about an individual through aggregation from the information collected?
If no, please verify the information in the comments column.


	 FORMCHECKBOX 

	 FORMCHECKBOX 

	 FORMCHECKBOX 

	No

	5.2b  Will new data be placed in the individual’s record (customer or employee)?


	 FORMCHECKBOX 

	 FORMCHECKBOX 

	 FORMCHECKBOX 

	No, the new data will be identified by a case number which is automatically generated by the system and has no direct relationship to consumers individually or a group of individuals collectively.



	5.2c  Can the system make determinations about customers or employees that would not be possible without the new data?


	 FORMCHECKBOX 

	 FORMCHECKBOX 

	 FORMCHECKBOX 

	No

	5.2d  Will the new data be verified for relevance and accuracy?
If yes, please describe how in the comments column.


	 FORMCHECKBOX 

	 FORMCHECKBOX 

	 FORMCHECKBOX 

	The new data will be verified for relevance and accuracy by human interaction with the customer and follow up with customer for accuracy.

	5.3a  If data are being consolidated, are proper controls in place to protect the consolidated data from unauthorized access or use?

If yes, please describe how in the comments column.


	 FORMCHECKBOX 

	 FORMCHECKBOX 

	 FORMCHECKBOX 

	Data are not being consolidated by the system.

	5.3b  If processes are being consolidated, are  proper controls remaining in place to protect the data and prevent unauthorized access?  
If yes, please describe how in the comments column.


	 FORMCHECKBOX 

	 FORMCHECKBOX 

	 FORMCHECKBOX 

	Processes are not being consolidated by the system.

	5.4a   Can the data be retrieved by personal identifier? 
If yes, please explain how will the data be retrieved in the comments column.  
	 FORMCHECKBOX 

	 FORMCHECKBOX 

	 FORMCHECKBOX 

	The data will be retrieved by case number (auto generated, unique identifier for each case) or open text search criteria, no personal identifier.

	5.4b  What are the potential effects on the due process rights of customers from the following:

· consolidation and linkage of files and systems;

· derivation of data

· accelerated information processing and decision making

· use of new technologies.


	
	
	
	The potential effects on the due process rights of customers should be an acceleration of information processing and decision making.  CCMS II should speed up the analysis of cases due to the fact that the systems will interact automatically unlike the manual interaction that was required in the past system. 

	5.4c  Are the effects identified in 5.4b mitigated?  

If yes, describe how they are mitigated in the comments column.


	 FORMCHECKBOX 

	 FORMCHECKBOX 

	 FORMCHECKBOX 

	There are no adverse effects requiring mitigation.


	6.0  MAINTENANCE OF ADMINISTRATIVE CONTROLS
	Response
	Comments

	
	Yes
	No
	N/A
	

	6.1a  Will the system and its use ensure equitable treatment of customers?

If yes, please explain how in the comments column.


	 FORMCHECKBOX 

	 FORMCHECKBOX 

	 FORMCHECKBOX 

	The FSIS analysts using the system to collect information from the consumer are trained in the proper way to communicate with consumers.



	6.2a  If the system is operated in more than one site, will the use of the system and data be consistent in all sites?

If yes, please explain how it will be consistently maintained in the comments column.
	 FORMCHECKBOX 

	 FORMCHECKBOX 

	 FORMCHECKBOX 

	The system will be located along side other servers within the server room of FSIS.  The data will be maintained on the server.

	6.2b  If the system is operated in more than one site, will the potential exist for the disparate treatment of individuals or groups?
If yes, please describe any disparate treatment of individuals or groups that might exist in the comments column.
	 FORMCHECKBOX 

	 FORMCHECKBOX 

	 FORMCHECKBOX 

	None

	6.2c  Are retention periods for data set in this system?

Is yes, please describe what the retention periods are for the data in the comments column.
	 FORMCHECKBOX 

	 FORMCHECKBOX 

	 FORMCHECKBOX 

	The retention period of data in the system will be for an indefinite time frame.

	6.2d  Are procedures established for eliminating the data at the end of the retention period?  
If yes, please describe the procedures in the comments column.


	 FORMCHECKBOX 

	 FORMCHECKBOX 

	 FORMCHECKBOX 

	A hard disk drive scrubbing utility will be used to securely eliminate all data.

	6.2e Are the procedures for eliminating data documented?
If yes, please describe where they are documented in the comments column.


	 FORMCHECKBOX 

	 FORMCHECKBOX 

	 FORMCHECKBOX 

	The procedures are not documented.

	6.2e  While the data is retained in the system, are requirements established for determining if the data is still sufficiently accurate, relevant, timely, and complete to ensure fairness in making determinations?

If yes, please describe the requirements in the comments column.
	 FORMCHECKBOX 

	 FORMCHECKBOX 

	 FORMCHECKBOX 

	While the data is retained in the system, any database operation conducted on the data passes through a centralized data access layer that validates the data that is updated to the database.

	6.3a   Is the system using technologies in ways not previously employed by the agency (e.g. Caller-ID)?

If yes, please describe the new methods in the comments column.
	 FORMCHECKBOX 

	 FORMCHECKBOX 

	 FORMCHECKBOX 

	No

	6.3b   Will the use of this technology affect customer privacy?

If yes, please explain how in the comments column.
	 FORMCHECKBOX 

	 FORMCHECKBOX 

	 FORMCHECKBOX 

	The use of this technology does not affect customer’s privacy because all information provided to case workers falls under the Privacy Act of 1974, no personal information (other than name, address, and phone number) are maintained within the system.

The consumer does not have direct access to this application.

	6.4a   Will this system provide the capability to identify, locate, and monitor individuals?  
If yes, please explain how in the comments column.
	 FORMCHECKBOX 

	 FORMCHECKBOX 

	 FORMCHECKBOX 

	Yes, this system provides the capability to identify, locate, and monitor individuals because their name, address, and phone number will be maintain within the case notes.



	6.4b   Will this system provide the capability to identify, locate, and monitor groups of people? 
If yes, please explain how in the comments column.
	 FORMCHECKBOX 

	 FORMCHECKBOX 

	 FORMCHECKBOX 

	No.

	6.4c   Will controls be used to prevent unauthorized monitoring?
If yes, please describe the controls in the comments column.


	 FORMCHECKBOX 

	 FORMCHECKBOX 

	 FORMCHECKBOX 

	Access to system will be controlled by username and password (using FSIS Active Directory).

	6.5a   Is the system operating under a Systems of Record notice (SOR)?  
If yes, please provide number and name in the comments column. (SORs can be viewed at www.access.GPO.gov)


	 FORMCHECKBOX 

	 FORMCHECKBOX 

	 FORMCHECKBOX 

	No.

	6.5b   If the system is being modified, will the SOR require amendment or revision?  
If yes, please explain in the comments column.


	 FORMCHECKBOX 

	 FORMCHECKBOX 

	 FORMCHECKBOX 

	


USER RIGHTS AND CAPABILITIES:

	
	OPHS

	Right or Capability
	CCMS II Administrator
	OPHS Analyst
	Labelling
	Biologist/Epi

	
	
	
	
	

	See Draft case (partial/incomplete/pre-triaged case arriving from Hotline or ECOS before it is "normalized")
	y
	y
	N
	n

	Complete ("normalize") Draft case, moving it to "New" status
	y
	y
	N
	n

	Create new case, incl. complaints, products, etc.
	y
	y
	N
	n

	View existing case, incl. complaints, prod, lab results, etc.
	y
	y
	Y
	y

	Edit all parts of visible case
	y
	y
	R
	R

	Print visible case
	y
	y
	Y
	y

	Delete case
	y
	y
	N
	n

	Create task
	y
	y
	Y
	y

	Assign task to other person/role
	y
	y
	Y
	y

	Change case status (draft, new, active)
	y
	y
	n
	n

	Close case
	y
	y
	n
	n

	Upload/print/view case documents
	y
	y
	y
	y

	Use Help
	y
	y
	y
	y

	Use Reference Materials
	y
	y
	y
	y

	Send alert
	y
	y
	n
	y

	Use Auto Etiology
	y
	y
	n
	y

	Use EPFC to find similar cases
	y
	y
	n
	y

	Change set of similar cases
	y
	y
	n
	n

	Plot similar cases on map
	y
	y
	n
	y

	Plot current case on map
	y
	y
	n
	y

	Select set of cases and plot on map
	y
	y
	n
	n

	Run filters/search on visible cases
	y
	y
	y
	y

	Define filters
	y
	y
	y
	y

	Save filters
	y
	y
	y
	y

	Share filters with others
	y
	y
	y
	y

	Use shared filters on visible cases
	y
	y
	y
	y

	Run, save, print daily report
	y
	y
	n
	y

	Run, save, print weekly report
	y
	y
	n
	y

	Run, save, print monthly report
	y
	y
	n
	n

	Run, save, print yearly report
	y
	y
	n
	n

	Create ad hoc Crystal reports
	y
	y
	n
	y

	Use ad hoc Crystal reports
	y
	y
	n
	y

	Create/edit case contact
	y
	y
	y
	y

	View case contacts
	y
	y
	y
	y

	Create/edit CCMS II contact
	y
	y
	n
	y

	View CCMS II contact
	y
	y
	n
	y

	CCMS II Administration functions
	y
	
	
	

	System admin/operations functions
	
	
	
	


	
	OFDER
	OFO

	Right or Capability
	OFDER Analyst
	DM
	DDM
	EIAO
	Circuit Mgr
	IIC

	
	(same as OPHS Analyst)
	
	
	
	
	

	See Draft case (partial/incomplete/pre-triaged case arriving from Hotline or ECOS before it is "normalized")
	y
	n
	n
	n
	n
	n

	Complete ("normalize") Draft case, moving it to "New" status
	y
	n
	n
	n
	n
	n

	Create new case, incl. complaints, products, etc.
	y
	y
	y
	y
	n
	n

	View existing case, incl. complaints, prod, lab results, etc.
	y
	y
	y
	y
	yes, within circuit
	yes, but no parts of case related to products from other estab.

	Edit all parts of visible case
	y
	R
	R
	R
	can see and add to a case for assign circuit but not edit
	can see and add to a case for assign estab. but not edit

	Print visible case
	y
	y
	y
	y
	y
	yes, but no parts of case related to products from other estab.

	Delete case
	y
	n
	n
	n
	n
	n

	Create task
	y
	y
	y
	y
	n
	n

	Assign task to other person/role
	y
	y
	y
	y
	n
	n

	Change case status (draft, new, active)
	y
	y
	y
	y
	n
	n

	Close case
	y
	n
	n
	n
	n
	n

	Upload/print/view case documents
	y
	y
	y
	y
	y
	yes, but no parts of case related to products from other estab.

	Use Help
	y
	y
	y
	y
	y
	y

	Use Reference Materials
	y
	y
	y
	y
	y
	y

	Send alert
	y
	y
	y
	y
	y
	n

	Use Auto Etiology
	y
	y
	y
	n
	n
	n

	Use EPFC to find similar cases
	y
	n
	n
	n
	n
	n

	Change set of similar cases
	y
	only add
	only add
	only add
	n
	n

	Plot similar cases on map
	y
	y
	y
	y
	y
	n

	Plot current case on map
	y
	y
	y
	y
	y
	n

	Select set of cases and plot on map
	y
	y
	y
	y
	n
	n

	Run filters/search on visible cases
	y
	y
	y
	y
	y
	y

	Define filters
	y
	y
	y
	y
	y
	y

	Save filters
	y
	y
	y
	y
	y
	y

	Share filters with others
	y
	y
	y
	y
	y
	y

	Use shared filters on visible cases
	y
	y
	y
	y
	y
	y

	Run, save, print daily report
	y
	y
	y
	y
	n
	n

	Run, save, print weekly report
	y
	y
	y
	y
	n
	n

	Run, save, print monthly report
	y
	y
	y
	n
	n
	n

	Run, save, print yearly report
	y
	y
	y
	n
	n
	n

	Create ad hoc Crystal reports
	y
	n
	n
	n
	n
	n

	Use ad hoc Crystal reports
	y
	n
	n
	n
	n
	n

	Create/edit case contact
	y
	y
	y
	y
	y
	y

	View case contacts
	y
	y
	y
	y
	y
	y

	Create/edit CCMS II contact
	y
	y
	y
	n
	n
	n

	View CCMS II contact
	y
	y
	y
	n
	n
	n

	CCMS II Administration functions
	
	
	
	
	
	

	System admin/operations functions
	
	
	
	
	
	

	
	
	
	
	
	
	





Food Safety and Inspection


Service (FSIS)
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