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1 Introduction

The purpose of the Technical Architecture Plan is to outline the technical architecture of the eLearning initiative.  As part of the USDA eGovernment program, the eLearning Technical Architecture consists of the delivery vehicles necessary to support the required business capabilities. The eLearning Technical Architecture Plan will detail the sum of all delivery vehicles across the Department.

The final decision to contract the development, implementation, and deployment of the eLearning solution to an application service provider has not yet been made.  If the decision is made to leverage an existing USDA solution and implement an in-house solution, the technical architecture will be constructed according to this plan.  However, if the decision is made to contract the solution to an application service provider, this technical architecture will be used as a guide for the vendor with the understanding that the ultimate responsibility for the creation and maintenance of the technical architecture of the solution lies with the service provider.  

This document will detail the following:

· Current Architecture;

· Architecture Drivers;

· Target Architecture; and

· Enterprise Architecture Impacts.

Current Architecture 

Currently, several Agencies within USDA have implemented systems that perform various levels of learning management functionality.  These applications mostly leverage third-party software housed in different data centers across the USDA.  Each solution is uniquely designed based on the requirements of particular Agencies.

The following is a list of the systems being used to deliver learning management services, and the Agencies that support these systems.

· Internet Combined Administrative Management System (I-CAMS)

· Natural Resources Conservation Service;
· Farm Service Agency, including county-based employees;
· Rural Development; and
· Agricultural Marketing Service .

· mGen

· Risk Management Agency; and

· Rural Development.

· Training Integrated Personnel System (TIPS)

· Forest Service; and
· Food Safety and Inspection Service.

1.1 Internet Combined Administrative Management System (I-CAMS)

Various agencies, including the Farm Service Agency, Rural Development Agencies, the National Resources Conservation Service, and the Agricultural Marketing Service utilize I-CAMS to deliver some learning management functionality.

At the core of the I-CAMS system is an implementation of a human resources enterprise resource planning software package called PeopleSoft.  This system, comprised of one ES7000 multi-processor server and one web server, is hosted at the National Information Technology Center (NITC).  The ES7000 is partitioned into three servers each using the Microsoft Windows 2000 Advanced Server Operating System and is running the following applications:

· PeopleSoft 8 application server;

· Oracle database server; and

· Web server.

Database and system managers use a separate Unisys ES5000 to remotely monitor system performance and perform system administration.  Both are connected to a Hitachi Lightening 9960 Storage Area Network (SAN) that serves as the storage capability for I-CAMS data.  The systems are connected by two 10/100 switched Ethernet networks, the Application and Maintenance LANs, while the SAN is connected via fiber channel to the each server.  Although the physical equipment is located at NITC, it is accessed nationwide by USDA personnel who connect to the application via Internet connections provided at their respective national and state offices.  

1.2 mGen 

The Office of Communications, the Risk Management Agency, the Animal and Plant Health Inspection Services, and Rural Development utilize mGen.  mGen is a third-party packaged learning management software application.  

The current mGen server farm is located in the South Building on Independence Avenue within the USDA De-militarized Zone (DMZ).  Figure 2-1: mGen Execution Architecture represents the execution architecture of the current mGen solution.
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Figure 2-1: mGen Execution Architecture

There are two firewalls in front of the servers and rules have been put in place to only allow Internet traffic through port 80. A Virtual Private Network (VPN) is available to mGen’s technical facility in Foxborough, MA to perform remote updates and administration.  mGen’s servers include Dell PowerEdge Database, Web and Hi/Low Video Server, Windows Media video server, Dell 2650 web server, along with a Hewlett Packard Tape Drive Backup.  The database servers are configured with Windows 2000 Operating System, Active Directory, and two Oracle database licenses.

1.3 Training Integrated Personnel System (TIPS)

The Forest Service and the Food Safety and Inspection Service are in partnership with RISC Inc. to deliver Training Integrated Personnel System (TIPS) which comprises of two major pieces: a USDA custom developed application and Virtual Training Assistant (VTA), a third-party learning management platform.  The TIPS system is comprised of two major pieces that USDA has integrated.  The first part of the system, which was developed by the Forest Service, provides training assessments, individual competency based development plans, and tracking of accomplished training. The second part of the system is off -the-shelf version of the VTA learning management software purchased from RISC Inc.  This software provides course catalogs and on-line web based course registration.  

For the TIPS system, the production and development systems consist of redundant hardware and software. Both systems are located at the National Information Technology Center (NITC) in Kansas City. The system is run on an enterprise-class web server from Dell.  The software is comprised of custom developed code running on Microsoft’s Windows NT 4.0, Cold Fusion 4.5 from Allaire, Microsoft 's Internet Information Server 3.0 and Microsoft SQL Server Version 6.5.  The RISC software is running on a Dell enterprise server with Microsoft Windows NT Terminal Server 4.0. The RISC system provides web-based registration for all users.  By connecting through NT Terminal Server and running windows client applications developed by RISC, remote development and management activities can be accomplished.

Architecture Drivers

The following architecture drivers have been used to design the technical architecture plan for USDA’s eLearning solution:

· Suitability;

· Performance;

· Resilience;

· Interoperability;

· Availability;

· Security;

· Scalability;

· Flexibility; and

· Equipment.

1.4 Suitability 

The solution technology must be suitable for the Department’s business and functional requirements as well as its technological environment.  Suitability to both the business and technological environment is further complicated due to changing business needs and market trends.  The solution technology must remain suitable over a period of time and be easily adaptable to support future requirements.
1.5 Performance 

Performance measures the ability of a system to deliver the intended capabilities within the specified application response time.  One of the key goals of the designed solution should be to meet minimum performance standards. These performance standards are derived from business requirements.  The solution has to perform at the required level under stress from large volumes and sudden traffic peaks, along with possible differences in user configurations.

1.6 Resilience  

Resilience is the ability to cope with problems gracefully, as opposed to failing when errors are encountered.  Internet technology has enabled the deployment of applications to a large audience, but systems should not rely on users’ technical background and should provide adequate exception handling to ensure that errors do not occur or are dealt with appropriately.

1.7 Interoperability 

Interoperability is a term that refers to all parts of a system seamlessly working together.  Interoperability is extremely important for the eLearning initiative.  Assembling a solution from components provided by multiple vendors is increasingly common in today’s market.  Interoperability among vendor products within a system or an initiative, interoperability among different eGovernment initiatives, and interoperability across existing USDA systems are necessities for the success of the eLearning initiative. This driver relies on the need for strong architecture skills and proper testing.

1.8 Availability  

The technology architecture must be able to support the application at required times, running at 99% of twenty-four hours per day by seven days per week (24X7).  Opening access to corporate applications through the Internet typically extends the availability requirements.  However, this availability creates added complexity and cost.  Having applications offline for a short period during low usage hours to handle backup and other maintenance operations might be a realistic alterative.  

1.9 Security 

The solution must support the appropriate level of security.  Security is a critical driver at the USDA due to data privacy and national security.  Security considerations are discussed in further detail in the eLearning - Technology Profile - Security Plan.  

1.10 Scalability  

A solution is scalable if it can change to meet increases in transaction request volume. Scalability can be either vertical or horizontal:

· Vertical scalability is the ability to increase the power of a particular hardware component to support growth.  For example, CPUs, RAM, cache, or hard drives might be added to a server.  Vertical scaling offers quick solutions to many scalability issues, but the law of diminishing returns dictates that there will always be a level at which simply adding more hardware has very little effect; and 

· Horizontal scalability is the ability to increase the number of parallel hardware components to support a particular part of the architecture, such as introducing a new application server or database server. 

The scalability driver is critical at USDA since eGovernment capabilities will be rolled out to Agencies incrementally.  As more Agencies are introduced to the solution and more Agency applications leverage the eGovernment components, the solution has to accommodate the increasing number of users and volume of data. 

1.11 Flexibility  

Flexibility is the ability to change the solution to quickly meet new business requirements.  Flexibility is not a single entity, but is generally the combination of other architectural goals.  Adhering to industry standards and using Enterprise Application Integration solutions, as opposed to custom system interfaces, are a few ways to ensure solution flexibility. 

1.12 Equipment  

Equipment usage is another factor in the solution design.  Equipment can generally be classified into:
· Terminal devices called clients, such as personal computers, mobile devices, interactive TVs, and kiosks; 

· Network called access channels, such as network or Internet access points, routers, modems, and firewalls; and 

· Server devices, such as web servers, application servers, video stream servers, authentication and authorization servers. 

As a general rule, scalability, performance, and reliability should be primary considerations in obtaining network and server equipment. 
Target Architecture

All system implementations begin with the design and construction of the Technical Architecture.  The Technical Architecture and its primary structures and components are the foundations of the system’s operations.  The intended functionalities of the system are a reflection of the architectural structure.  The Technical Architecture speaks to the scope and depth of the system, outlining the system’s strategic reach.

In the case of contracting to an application service provider, the technical architecture will be designed, built, and maintained by the service provider.  Although the service provider does not have to build the architecture as described in the following sections, the provider will have to deliver the same level of services described in this document.  

Three architectures are described:

· USDA eGovernment Conceptual Architecture Overview: describes how eLearning will exist within the entire eGovernment technical architecture;

· Architecture Logical Model for the Existing System Approach: depicts how eLearning will be architected if existing systems are leveraged and the eLearning solution is built within USDA; and

· Architecture Logical Model for Contracting to an Application Service Provider: shows, from a USDA perspective, how the eLearning solution will be modeled when a solution provider handles the specifics of the technical architecture.

Other areas of the architecture that are addressed:

· Intended use of the architecture;

· Scope of the Architecture; and

· Depth of the Architecture.

1.13 USDA eGovernment Conceptual Architecture Overview

The eGovernment logical architecture depicts key components of the different initiatives and how they fit together to offer a suite of capabilities in unison.  The physical dimensions of the architecture such as location, quantity, hardware, software and network are not addressed in a logical architecture.  The eLearning initiative represents one piece of the eGovernment conceptual architecture.

Figure 4-1: USDA eGovernment Conceptual Architecture Overview depicts a conceptual model representing the different tiers of the proposed USDA eGovernment solutions and how they interact with existing and planned components.  The model the components into three primary layers: presentation, business logic/application, and data layers. Components in the presentation layer deal with user interface tasks, the business logic/application layer contains that perform processing logic, and the data layer is comprised of data repositories.  Agency and Department applications use the capabilities provided within those components of this model to deliver a business service.
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1.14 eLearning Architecture Logical Model – Existing System Approach

During the vendor analysis phase, the architectural structures will serve as a blueprint for building a logical model for the system.  Figure 4-2:  eLearning Logical Architecture – Leverage Existing System Approach represents a possible logical model for the eLearning solution.  The picture depicts the application components of the architecture.  The figure is not intended to display the product type and identify the exact number of hardware and software components.  The vendor and size of the different components will be determined during the vendor selection phase of the project.  Instead, the figure represents the applications components that exist within the Execution Architecture.  Additional components that support the other eGovernment initiatives, such as the Enterprise Application Integration (EAI) and Indexing Servers are also represented in the architecture and could be leveraged by the eLearning solution.

The Logical Model contains the following architecture components.

· Load Balancer: The role of the load balancer is to ensure maximal performance by distributing user traffic across web servers.  When one server is receiving too much traffic, the traffic is routed to less accessed servers.  

· Learning Management Server: The Learning Management Server is where the core business logic of the application resides.  The Learning Management Server executes the logic that drives the functionality, such as content management, learner management, performance evaluations, and reporting.

· Web Server(s): The Web Server component is responsible for providing the engine that accepts and responds to HTTP requests.  The Web Server will forward requests to the Learning Management Server and once the request has been processed, will send static and dynamic web pages to the user’s browser.

· Database Server: The Database Server houses all of the structured data of the learning application, such as learner information, lesson content, student performance information, as well as data specific to the vendor software, such as configuration information.

· Media Server: The Media Server is the architecture component responsible for streaming audio, video and animations, which all could supplement a lesson.  eLearning solutions incorporate rich media to enrich the learning experience.  The Media Server component will also be leveraged by other eGovernment initiatives that have rich media needs.

· Reporting Server: The Reporting Server, also a shared component with other eGovernment initiatives, may be used to extend the reporting capabilities of the eLearning solution.  Once an eLearning software vendor has been selected, (if the standard reporting capabilities provided by the software do not fulfill the reporting needs for a USDA eLearning solution), then the shared Reporting Server component will be used to deliver robust reports such as learner performance reports.



1.14.1 Hosting Options

If the option to leverage an existing system is chosen, eLearning may join the other core eGovernment solutions that will be hosted out of NITC or a USDA Service Center.  However, other hosting options are available with several eLearning vendors.  During vendor analysis, an Application Service Provider (ASP) or hosting solution may be identified as the most appropriate model for eLearning.  Finally, for the solution, no hosting would be required, as the solution provider would take care of the application hosting.

1.14.1.1 NITC

NITC is a fee for service data center located in Kansas City that caters to both the USDA and external clients.  The Data center hosts mainframes as well as midrange servers running on all major Operating Systems, including S390, HP UNIX, SUN Solaris, Linux, and Windows.  NITC is also vendor agnostic on the application level, supporting all major databases from Oracle to SQL Server and web servers which include Web Sphere, Apache, and IIS.  A large Storage Area Network (SAN), Backup & Recovery services and a near-line tape solution are additional services that help NITC deliver value to its customers.  

1.14.1.2 Service Centers

In concurrence with NITC, a Service Centers Modernization Effort seeks to provide a Common Computing Environment (CCE) for Farm Service Agency, Rural Development, and Natural Resource Conservation Service personnel within the Service Centers. The CCE seeks to provide a common Information Technology (IT) investment strategy; telecommunications capability, office automation tools, administrative applications, and IT support organizations.

Unlike the NITC hosting center, the Service Center effort has standardized platform support.  The platforms are as follows: 

· Windows NT servers at each Service Center;

· UNIX servers at state offices; and
· AS/400 servers at state offices.
Each of these solutions is built on a basic infrastructure that includes network servers at each Service Center, desktop and portable workstations, peripherals and other related equipment, and modern commercial software, all of which will provide basic automation capabilities to field staffs.  This solution will generate the primary tools for connecting and sharing information about customers and programs while implementing reengineered business applications to establish the Service Center of the future.
1.15 eLearning Architecture Logical Model – Contracting to an Application Service Provider Approach

If contracting to an application service provider is selected, the vendor will determine the technical architecture.  For this reason, USDA’s view of the technical architecture will only contain those portions that are within its control, such as its user access points, integration with legacy systems, and firewalls.  The vendor will select the hosting location.

Figure 4-3: eLearning Logical Architecture – Contracting to an Application Service Provider Approach depicts the Technical Architecture of the solution from the perspective of USDA.  The USDA network is connected through a firewall to the vendor.  Integration with relevant existing USDA applications will be necessary so connections must be developed between those existing applications and the vendor.



1.16 Intended Uses of the Architecture

For development of Department training, Agencies have bought several off-the-shelf and custom applications to solve localized needs and extract more business value from their training activities.  However, recent legislative, market and cultural trends have forced corporations and government agencies to look at IT investment from a strategic perspective.  It is becoming evident that the systems and data distributed across organizational business units can be orchestrated to minimize costs and deliver maximum value to the end-user.  To that end, cutting-edge technology in conjunction with people and processes will be leveraged to provide comprehensive, relevant and on-time information, enable user-centric application design, foster collaboration within Agencies and across Agencies, reduce application development time and cost, mitigate content and business process redundancies, and minimize time spent on back office processes.

1.17 Scope of the Architecture

The eLearning Initiative is a Department-wide program, reaching all twenty-nine Agencies.  A combined learning management system will extend training management and delivery functions to all Agencies through centralized servers.  In addition, training-related human resources and financial functionality from existing USDA systems will be integrated.  Training managers will have a better record of employee training history, skills, and development plans.  The eLearning solution will serve as a single location for the management of all training-related activity.

1.18 Depth of the Architecture

The eLearning solution will be integrated with existing and future USDA applications that are critical to eGovernment functionalities.  This integration will require planning and development activities within the Agencies and Staff Offices to be successful.

The completed integration of the system translates into an improvement in the quality and effectiveness of training activities for all Department users.  Every USDA employee will be able to access training on-site or remotely at any time.  In response to a more efficient management of learning content, training managers will be better equipped to view employee skills and development plans for future learning and staffing options.  Overall, the eLearning Technical Architecture will lead to increased productivity and a more flexible learning environment for users.

Enterprise Architecture Impacts

eLearning will impact the Enterprise Architecture based on the following:

· Current Information Technology (IT) initiatives; and

· Architecture Integration Impacts.

1.19 Relationship to Current IT Initiatives

Several IT initiatives and their related processes and systems will impact the eLearning initiative:

· eGovernment;

· Cyber Security Architecture;

· Universal Telecommunications Network (UTN) Initiative;

· The Information Collection Process; and

· The CPIC Processes.

1.19.1 Relationship to eGovernment

The eLearning initiative is an important component of eGovernment and the eLearning Architecture must cater to current and future designs of the eGovernment initiative.  The proposed architecture will follow the overall concept of the eGovernment Enterprise Architecture at both the department and agency levels.  The architecture is designed to interface and work as a single unit with other eGovernment strategic initiatives, such as eAuthentication and eDeployment. 

1.19.2 Relationship to Cyber Security Architecture

USDA’s cyber security architecture is a critical component of the USDA enterprise architecture and the eLearning initiative.  The security architecture is currently being developed and will be standards-based, effectively employing the operating principle that security solutions must meet the business needs of protecting assets, continuity of operations and delivery of service.  

USDA has adopted an approach to cyber-security management and operation across the Department’s backbone telecommunications network.  OCIO has responsibility for the backbone network.  It has installed filters, firewalls and monitoring devices to improve the Department’s ability to detect and prevent intrusion.  Furthermore, OCIO has positioned security technicians to provide constant monitoring and reporting of suspicious or potentially damaging network traffic.
OCIO’s new cyber security architecture initiative will include:  

· Analyzing the current USDA business requirements, IT environment, and security controls to establish a baseline of current security needs.  The baseline will include: technologies and procedures such as:  identification and authentication, authorization, access control, encryption, confidentiality, infrastructure protection, distributed enterprise, non-repudiation, electronic signature, and special security requirements;

· Researching the commercial market for products that meet the security needs of USDA;

· Developing a security solution selection methodology that will allow USDA to match business and security needs with the appropriate technology; and 

· Establishing a security architecture maintenance device.  This device will allow USDA to catalog or evaluate new security products using standardized criteria, and other features in managing and updating the security architecture.

With cyber-security being at the heart of the eLearning solution, the initiative has to leverage upon these findings to save time and effort and to develop an architecture and security framework consistent with Enterprise Architecture.  The eLearning security architecture has to be consistent with the Cyber security architecture in following the guiding principals, environment components, security controls and baseline technologies for authentication and access control.  

1.19.3 Relationship to the Universal Telecommunications Network Initiative

The Department has begun a project to design and implement a robust telecommunications network that provides scalable, reliable, secure, cost effective 24/7 services to enable USDA agencies to meet Departmental missions and goals for serving their customers.  This effort, the Universal Telecommunications Network (UTN), will service all USDA agencies as part of the Department’s IT Enterprise Architecture (EA).

The UTN initiative is dependent on the emerging EA. As the EA is developed, it will enable analysis of emerging business and technology requirements, which will determine the telecommunications requirements. The characteristics of the eLearning solution will provide input for the development of these requirements. The eLearning solution is dependent upon the services that will be offered by UTN in order to be consistent with the EA.  Therefore, it is imperative that the eLearning team works in tandem with the UTN team to provide feedback based on the existing knowledge of its telecommunication requirements and, in later stages, to follow and contribute to the evaluation of the established network.

The UTN project objectives include:

· Provide the foundation telecommunications network capacity and stability to ensure quality service to citizens and customers for attainment of Departmental and agency mission goals;

· Ensure business requirements drive telecommunications service requirements.  Prepare today for the service and support requirements of tomorrow;

· Provide best value telecommunications service to USDA offices and agencies enable rapid introduction of best business practices within the Department;

· Implement a secure enterprise network infrastructure that protects USDA information, safeguards the physical network, and ensures continuity of operations;

· Provide continuous monitoring and proactive network services, support and casualty response;

· Introduce telecommunications network planning and management tools for USDA leaders to use for decision-making and providing strategic direction to the world-class industry telecommunications service partner; and

· Establish a telecommunications Service Level Agreement framework for service performance parameters and billing for services used.

The Department will engage world-class industry partners to implement and operate the network. Baseline services will be centrally provided for all agencies and offices to maximize the collective buying power of the Department and realize best value telecommunication solutions.  Supplementary services will be available to agencies under the UTN project to allow easy migration to enhanced telecommunication services as the business case and investment opportunities dictate. 

In addition to coordinated UTN data collection and development with EA development, the UTN management process is serving as a model for managing enterprise IT initiatives.  In addition to federal and departmental regulations, the UTN project manager is complying with the provisions set forth by the Executive Information Technology Investment Review Board (EITIRB) regarding the participation of the Telecommunications Advisory Council (TAC) in the process for proceeding with project phases. To operate the UTN, the plan includes establishing a UTN Utility Board composed of senior technical representatives of major USDA telecommunications stakeholders. The UTN Utility Board will work closely with OCIO in recommending business rules and evaluating the performance of the UTN by comparing actual metrics to established goals.

1.19.4 Relationship to the Information Collection Process

USDA Agencies collect a significant amount of information from citizens.  Before this information may be collected, agencies must receive approval from the Office of Management and Budget. USDA has a process in place by which it reviews Agency requests to collect information, and is planning to use that process as a means to reduce duplicative or unnecessary collections. 

The eLearning solution is a prime candidate for following the Information Collection Process. With offerings such as personalization, the eLearning solution will collect a large amount of user information, including the most visited courses, to provide the most relevant information to the user.  The eLearning solution must follow the established information collection and collection approval processes.  In addition, the eLearning team must continuously track any policy and process changes to incorporate it in its workflow and update information collection guidelines at the solution level.  

1.19.5 Relationship to CPIC Processes

The Clinger-Cohen Act (CCA) of 1996 has three strong focus areas: capital planning and investment control, enterprise architecture, and the resources to accomplish these processes.  The target goals of the CCA include:

· Establish an EA that includes its current and target states;

· Establish a systematic Capital Planning and Investment Control (CPIC) process to manage the IT investments;

· Use the EA and CPIC process to maintain the current architecture and to build the “to be” architecture;

· Use costs, schedule and performance goals to monitor and mitigate risks; and 

· Continuously update and manage the EA and CPIC to improve success.

The CPIC process as implemented at USDA is a structured, integrated approach to managing IT investments. It ensures that all IT investments align with the USDA mission strategic goals and business needs while minimizing risks and maximizing returns throughout the investment’s lifecycle. The CPIC relies on a systematic Pre-Select, Select, Control, Evaluate and Steady-State investment life-cycle process to ensure each investment’s objectives support the mission, business and architecture needs of the Department.

Oversight of the CPIC process in the management of IT investments is through the Executive Information Technology Investment Review Board (EITIRB), which is chaired by the Deputy Secretary, and its Executive Working Group.  These councils determine the IT direction for USDA, and ensure that agencies manage IT investments with the objective of maximizing return to the Department and achieving business goals. 

This process requires that IT investments be aligned with the enterprise architecture.  Throughout the Select, Control, Evaluate and Steady-State Phases, the process provides tools to ensure that IT investments are chosen that best support the agency’s mission and that comply with USDA’s IT architecture. 

Investments will be periodically evaluated to ensure that they adhere to the EA principles and standards, and the EA future direction. Specific evaluation factors include:

· Does this investment conform to the EA goals and objectives (interoperability, resource sharing, potential for reduced costs, sharing processes and information, and timely and comprehensive support for managers); and comply with the current EA principles and standards?

· Is a credible migration plan (for data, applications, and legacy system phase-out) from the existing to the proposed environment presented?

· Are detailed management plans in place describing how this investment will be supported, maintained, and refreshed to ensure its currency and continued effectiveness, including a training and awareness plan for users and technical staff?

· Is an asset management process(es) in place to inventory and manage this new asset (investment) from a property management perspective, to provide configuration management support, and to monitor system performance?

In addition to the annual review of major systems, OCIO manages an IT acquisition approval process that integrates with the tiered CPIC process.  The IT acquisition approval process is the mechanism by which the OCIO monitors and reviews programmatic IT spending. 

The purposes of this process are to: 

· Improve the management of the underlying IT projects; 

· Provide a mechanism for ongoing project control reviews;

· Ensure compliance with applicable laws and rules; 

· Create an opportunity for information exchange between staff at the department level and at the agency level;

· Ensure alignment with USDA’s enterprise architecture; and 

· Address department-wide redundancies and inefficiencies where possible. 

· Investments that are shared in the following functional areas across the Department have a zero dollar threshold.  Specifically, the functional areas include: 

· Accounting/Budget Execution;

· Budget Formulation/Salary Projections;

· Human Resources;

· Procurement (Purchase Card and other acquisitions);

· Property (Personal and Real);

· Payroll; and

· Travel.  

1.20 Architecture Integration Impacts

The eLearning system is designed to be a non-proprietary solution that is capable of integrating with any existing and future USDA system.  eLearning is part of the overall Enterprise Application Integration (EAI) plan.  Within the USDA eGovernment environment, the eLearning solution will be able to seamlessly interact with other systems.  The technical architecture has been designed to be flexible enough to respond to and initiate events with other components of the eGovernment system.

Appendices

1.21 Glossary

Enterprise Application Integration (EAI): EAI is a business term for the plans, methods, and tools aimed at modernizing, consolidating, and coordinating the system applications in an enterprise.  Typically, an enterprise has existing legacy applications and databases and wants to continue to use them while adding or migrating to a new set of applications that exploit the Internet, e-commerce, extranet, and other new technologies. EAI may involve developing a new total view of an enterprise's business and its system applications, seeing how existing applications fit into the new view, and then devising ways to efficiently reuse what already exists while implementing new applications.

Enterprise Resource Planning (ERP): ERP is an industry term for the broad set of activities supported by multi-module application software that helps a manufacturer or another business manage the important parts of its business, including product planning, parts purchasing, maintaining inventories, interacting with suppliers, providing customer service, and tracking orders. ERP can also include application modules for the finance and human resources aspects of a business. Typically, an ERP system uses or is integrated with a relational database system. The deployment of an ERP system can involve considerable business process analysis, employee retraining, and new work procedures.

Application Service Provider (ASP): An application service provider is a company that offers individuals or enterprises access over the Internet to applications and related services that would otherwise have to be located in their own personal or enterprise computers. Sometimes referred to as "apps-on-tap," 

Storage Area Network (SAN) is a high-speed special-purpose network or subnetwork that interconnects different kinds of data storage devices with associated data servers on behalf of a larger network of users. Typically, a storage area network is part of the overall network of computing resources for an enterprise. A storage area network is usually clustered in close proximity to other computing resources such as IBM S/390 mainframes but may also extend to remote locations for backup and archival storage, using wide area network carrier technologies such as asynchronous transfer mode or Synchronous Optical Networks.

Server Farm is a group of computers acting as servers and housed together in a single location. A server farm is sometimes called a server cluster. A Web server farm can be either a Web site that has more than one server, or an Internet service provider that provides Web hosting services using multiple servers.

Demilitarized Zone (DMZ), in terms of computer networking, is a computer host or small network inserted as a "neutral zone" between a company's private network and the outside public network. It prevents outside users from getting direct access to a server that has company data. (The term comes from the geographic buffer zone that was set up between North Korea and South Korea following the UN "police action" in the early 1950s.) A DMZ is an optional and more secure approach to a firewall and effectively acts as a proxy server as well.

Virtual Private Network (VPN) is a way to use a public telecommunication infrastructure, such as the Internet, to provide remote offices or individual users with secure access to their organization's network. A virtual private network can be contrasted with an expensive system of owned or leased lines that can only be used by one organization. The goal of a VPN is to provide the organization with the same capabilities, but at a much lower cost.










Figure 4-2:  eLearning Logical Architecture – Leverage Existing System Approach
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Figure 4-1: USDA eGovernment Conceptual Architecture Overview
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Figure 4-3:  eLearning Logical Architecture – Contracting to an Application Service Provider Approach
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